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(57) ABSTRACT

A data transmission/reception path between a server and a
mobile terminal in a heterogeneous network environment is
controlled by mapping at least one actual Internet protocol
(IP) address available to the mobile terminal in the heteroge-
neous network environment to at least one virtual IP to gen-
erate a path mapping table, and determining a data transmis-
sion/reception path between the server and the mobile
terminal with reference to the generated path mapping table.
This virtualization of terminal actual addresses with respect
to a server improves service continuity in an efficient, low
cost manner, independent of the need to modify the OS kernel
in various devices.
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1
APPARATUS AND METHOD FOR
CONTROLLING DATA
TRANSMISSION/RECEPTION PATH
BETWEEN SERVER AND MOBILE
TERMINAL IN HETEROGENEOUS
NETWORK ENVIRONMENT

CROSS-REFERENCE TO RELATED
APPLICATION

This application claims priority from and the benefit of
Republic of Korea Patent Application No. 10-2011-0052412,
filed on May 31, 2011, the disclosure of which is incorporated
herein by reference in its entirety.

BACKGROUND

1. Field

Apparatuses and methods consistent with exemplary
embodiments relate to controlling a data transmission/recep-
tion path between a server and a mobile terminal in a hetero-
geneous network environment, and more particularly, to a
data transmission/reception path control apparatus and
method that can ensure the continuity of a service regardless
of the mobility of a mobile node and support multi-homing.

2. Discussion of Related Art

Along with the development and dissemination of network
technology, network environments in which different types of
networks are mixed or overlap each other are increasing, and
various schemes for making the best use of these network
environments are being proposed. However, most existing
server systems that provide service in a mobile environment
operate on the basis of a single transmission/reception path
and a single Internet protocol (IP) route without taking these
network environments into consideration.

Also, when a network (or used IP address) to which a
mobile terminal belongs varies according to movement of the
mobile terminal, the mobile terminal is registered with a new
network and receives a data service. At this time, the mobile
terminal suffers from data loss, increase in delay time, etc.
due to a change of network. Thus, a network available to a
mobile terminal should be maximized in a mobile environ-
ment in which different types of networks overlap each other,
and the continuity of a service should be ensured even in a
situation in which network connection is cut off due to move-
ment of the mobile terminal. In addition to these require-
ments, there is a need to minimize modification of an existing
server system that provides a service, and also to ensure the
continuity of the service and minimize delay time and data
loss while reducing investment cost.

SUMMARY

One or more exemplary embodiments may overcome the
above disadvantages and other disadvantages not described
above. However, it is understood that one or more exemplary
embodiments are not required to overcome the disadvantages
described above, and may not overcome any of the problems
described above.

In one or more exemplary embodiments, there is provided
a transmission/reception path control apparatus and method
capable of minimizing delay time and data loss, which are
caused when the network environment of a mobile terminal
varies, and ensuring the continuity of a service while mini-
mizing modification of an existing server system.

According to an aspect of an exemplary embodiment, there
is provided a method for an agent to control a data transmis-
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2

sion/reception path between a server and a mobile terminal in
a heterogeneous network environment, including: mapping at
least one actual Internet protocol (IP) available to the mobile
terminal in the heterogeneous network environment to at least
one virtual IP to generate a path mapping table storing the
mapping of the actual IP address to the virtual IP address; and
determining a data transmission/reception path between the
server and the mobile terminal with reference to the generated
path mapping table.

Here, the at least one virtual IP may be assigned based on
one or more services provided to the mobile terminal by the
server.

The at least one virtual IP may be assigned based on one or
more respective service priorities assigned to the services.

When at least some of the service priorities assigned to the
services are changed, the agent may update in the path map-
ping table the at least one virtual IP assigned according to the
services with reference to the changed priorities.

Determining the data transmission/reception path may
include determining the data transmission/reception path so
that an actual IP having a high path priority is assigned to a
service having a high service priority.

Determining the data transmission/reception path may
include replacing an actual IP included in data transmitted
from the mobile terminal to the server with a virtual IP
mapped to the actual IP, and transmitting the data to the
server.

Determining the data transmission/reception path may
include replacing a virtual IP included in data transmitted
from the server to the mobile terminal with an actual IP
mapped to the virtual IP, and transmitting the data to the
mobile terminal.

Determining the data transmission/reception path may
include, when a connection of the replaced actual IP is
released, changing the actual IP whose connection is released
with another actual IP, and transmitting the data to the mobile
terminal.

Determining the data transmission/reception path may
include, when a plurality of actual IPs are mapped to the
virtual IP, replacing a virtual IP included in data transmitted
from the server to the mobile terminal with the plurality of
actual IPs, and multi-homing the data to the mobile terminal.

According to an aspect of another exemplary embodiment,
there is provided an apparatus for controlling a data transmis-
sion/reception path between a server and a mobile terminal in
a heterogeneous network environment, including: a table
builder configured to build a path mapping table by mapping
at least one actual IP available to the mobile terminal in the
heterogeneous network environment to at least one virtual IP;
and a controller configured to determine a data transmission/
reception path between the server and the mobile terminal
with reference to the built path mapping table.

The apparatus may further include a virtual IP assignor
configured to assign the at least one virtual IP in consideration
of service priorities assigned to services.

According to another exemplary embodiment, a hardware
device may include a processing circuit and a non-transitory
memory storing instructions that enable the processing circuit
to perform operations including storing an upstream device
address, storing downstream device actual addresses, and
virtualizing the downstream device actual addresses, with
respect to the upstream device address, in accordance with
associated service priorities.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other objects, features and advantages of the
inventive concept will become more apparent to those of
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ordinary skill in the art by describing in detail exemplary
embodiments thereof with reference to the accompanying
drawings, in which:

FIG. 1 is a block diagram of an example of a communica-
tion system to which an exemplary embodiment may be
applied;

FIG. 2 is a block diagram of an apparatus for controlling a
data transmission/reception path according to an exemplary
embodiment;

FIG. 3 shows an example of a network management table
built by a table builder;

FIG. 4 shows an example of a service management table
built by a table builder;

FIG. 5 shows an example of a path mapping table built by
a table builder;

FIG. 6 is a flowchart illustrating a method for an agent to
control a data transmission/reception path according to an
exemplary embodiment;

FIG. 7 is a flowchart illustrating a method for an agent to
support multi-homing according to an exemplary embodi-
ment; and

FIG. 8 is a flowchart illustrating a method for an agent to
support a seamless vertical handover according to an exem-
plary embodiment.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

The above as well as additional purposes, features, and
advantages of the present invention will become apparent in
the following exemplary embodiments and accompanying
drawings. However, the present invention is not limited to the
exemplary embodiments disclosed below, but can be imple-
mented in various forms. These exemplary embodiments are
provided so that this disclosure will be thorough and com-
plete, and will fully convey the scope of this disclosure to
those of ordinary skill in the art. As used herein, when an
element is referred to as being “on” another element, it can be
directly on the other element or intervening elements may be
present.

The terminology used herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the present invention. As used herein, the singular
forms “a”, “an” and “the” are intended to include the plural
forms as well, unless the context clearly indicates otherwise.
It will be further understood that the terms “comprises”,
“comprising,”, “includes” and/or “including”, when used
herein, do not preclude the presence or addition of one or
more other features, integers, steps, operations, elements,
components, and/or groups thereof.

Hereinafter, exemplary embodiments will be described in
detail below with reference to the drawings. In the following
description, many details are provided so as to describe the
exemplary embodiments in further detail and to aid in under-
standing the inventive concept. However, those of ordinary
skill in the art will appreciate that the exemplary embodi-
ments and inventive concept could be used without such
details. In some cases, a description of points that are well-
known will be omitted to prevent the gist of the present
invention from being obscured.

Terminology used in exemplary embodiments will be
described first.

Actual Internet protocol (IP): Actual network address that
can be used by a mobile terminal 30 in a heterogeneous
network environment

Virtual IP: Virtual network address given to services that
the mobile terminal 30 is provided with
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Server IP: Network addresses used by first to third service

servers 11 to 13 according to services

Service: Service provided from the first to third service

servers 11 to 13 to the mobile terminal 30

Path priorities: Priorities given to actual IPs

Service priorities: Priorities given to services

FIG. 1 is a block diagram of an example of a communica-
tion system to which an exemplary embodiment is applied.
Referring to FIG. 1, a communication system includes first to
third service servers 11 to 13, an apparatus 20 for controlling
adata transmission/reception path (i.e., for controlling a com-
munication path), and the mobile terminal 30. The apparatus
20 for controlling a data transmission/reception path may be
referred to, likewise, as a path control apparatus 20.

The first to third service servers 11 to 13 provide first to
third services, respectively. In the drawings, separate servers
are prepared for the respective services, but the first to third
service servers 11 to 13 may belong to one physical server. In
such a case, a server system including the first to third service
servers 11 to 13 may further include a server controller (not
shown).

The server controller may control service provision of the
firstto third service servers 11 to 13 using virtual IP addresses
provided by the path control apparatus 20. The virtual IP
addresses are given by the path control apparatus 20, and will
be referred to as “virtual IPs” below.

The first to third service servers 11 to 13 provide service
using respective [P addresses. For example, the first service
server 11 provides service using an IP address of “1.1.1.11.
A server IP address, such as this, will be referred to as a
“server IP” below.

The path control apparatus 20 provides service to the
mobile terminal 30 having a network function. The path con-
trol apparatus 20 may provide a vertical handover solution
when a connection is established or released between the
mobile terminal 30 and a radio access network (RAN). Using
the vertical handover solution, the path control apparatus 20
may ensure a connection with a RAN and service continuity,
and may further provide a multi-homing function whereby
the mobile terminal 30 can utilize all RANs available in a
heterogeneous wireless access network environment for
transmission and reception.

The path control apparatus 20 may be between a server
system (including the first to third service servers 11 to 13)
and an external network such as communication network 40.
This positioning enables the path control apparatus 20 to
control data received from the server system or to control all
transmission/reception paths of data communicated by the
mobile terminal 30 to the server system.

Alternatively, the path control apparatus 20 may be imple-
mented as software in an existing switch, router or server
system. In other words, the path control apparatus 20 may be
in the form of a new function added to an existing network
element. To put it another way, an exemplary embodiment
may subsist in an apparatus that has a processing circuit and
non-transitory memory storing instructions that enable the
processing circuit to perform operations, including those
operations mentioned herein. In this exemplary embodiment,
it will be appreciated that the path-mapping and other tables
may be stored in memory as well.

The external network may include a communication net-
work 40, for example, the Internet, a first RAN 51, and a
second RAN 52. The first RAN 51 and the second RAN 52
may provide different wireless network environments. For
example, the first RAN 51 may be a wideband code division
multiple access (WCDMA) network, and the second ran 52
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may be a wireless fidelity (WiFi) network. Each of the first
RAN 51 and the second RAN 52 may include a base station
and a base station controller.

The mobile terminal 30 may be connected in a heteroge-
neous network arrangement including the first RAN 51 and
the second RAN 52, and utilize a plurality of actual IP
addresses at the same time or separately. The IP addresses are
assigned through, for example, the first RAN 51 and the
second RAN 52. The mobile terminal 30 may be any elec-
tronic device having a communication function, for example,
a smart phone, a laptop computer, a tablet personal computer
(PC) and so on. An actual IP address will be referred to as an
“actual IP” below.

A client 31 which is a service module may be included in
the mobile terminal 30, and may be implemented in the form
of an application. The client 31 may provide a variety of
services including a telephone service through the first RAN
51 or the second RAN 52, a connection service requiring
security, such as a virtual private network (VPN), and so on.
Via at least one of the first RAN 51 and the second RAN 52,
and via the communication network 40 and the path control
apparatus 20, the client 31 may request a service or may be
provided with a service from at least one of the first to third
service servers 11 to 13.

FIG. 2 is a block diagram of the path control apparatus 20
according to an exemplary embodiment.

Referring to FIG. 2, the path control apparatus 20 includes
acommunicator 210, a first storage 220, a priority determiner
230, a virtual IP assignor 240, a table builder 250, a second
storage 260, and a controller 270.

The communicator 210 communicates with the first to
third service servers 11 to 13 and with the mobile terminal 30.
For example, the communicator 210 transmits the data of a
service provided by one of the first to third service servers 11
to 13 (i.e., terminal-bound data or downstream-bound data) to
the mobile terminal 30, or transmits data received from the
mobile terminal 30 (i.e., server-bound data or upstream-
bound data) to one of the first to third service servers 11 to 13.

The first storage 220 stores: (a) network attribute informa-
tion and user data received from the mobile terminal 30, (b)
path priorities and service priorities determined by the prior-
ity determiner 230, and (c) virtual IPs assigned to services by
the virtual IP assignor 240. The network attribute information
and the user data will be described in detail later with refer-
ence to FIG. 3.

When the path priorities and the service priorities are pro-
vided by the service controller (not shown) or the client 31,
the first storage 220 may temporarily store the provided path
priorities and service priorities.

The priority determiner 230 may analyze the network
attributes and the user data stored in the first storage, and
thereby determine the path priorities of actual IPs. The prior-
ity determiner 230 may determine path priorities using a
variety of well-known methods such as a traditional method,
a function based method, a user-centric method, a Fuzzy
logic-based method, a neural network-based method, a mul-
tiple attribute method, and/or a context-aware method. The
fact that the path priority of a specific actual IP is high may
mean that the categories shown in Table 1, such as network
cost, speed and stability, are superior to those of a device
having another actual IP.

Also, the priority determiner 230 may determine the pri-
orities of services (referred to as “service priorities” below)
that the mobile terminal 30 is provided with. The service
priorities are the relative priorities of the services that the
mobile terminal 30 is provided with, and may vary according
to the degree of importance of the services. The fact that the

10

15

20

25

30

35

40

45

50

55

60

65

6

service priority of a specific service is high connotes that the
service requires a higher quality of service (QoS) than other
services.

The priority determiner 230, in assigning service priorities
to the services, may assign as many different service priorities
as there are services. The priority determiner 230 may, alter-
natively, assign a fewer number of service priorities, to the
services. For example, as shown in FIG. 4, when the number
of services is three, the priority determiner 230 may assign
two service priorities of high (H) and one service priority of
low (L) to the different respective services.

The path priorities may be determined by the mobile ter-
minal, and the service priorities may be determined by the
server controller (not shown) or the mobile terminal 30. In
this case, the path control apparatus 20 may not include the
priority determiner 230.

Alternatively, the path priorities and the service priorities
may be determined through negotiation between the server
controller (not shown) and the mobile terminal 30. In this
case, the server controller (not shown) and the mobile termi-
nal 30 may share information that one of the first to third
service servers 11 to 13 has (e.g., a part of network attribute
information shown in FIG. 3) and information that the mobile
terminal 30 has (e.g., user data of FIG. 3), and may determine
the path priorities or the service priorities through negotiation
based on the shared information, or through a requested set-
ting of the priorities.

When the path priorities are determined by the mobile
terminal 30, the communicator 210 receives information on
the path priorities determined according to respective actual
IPs by the mobile terminal 30, and the second storage 260
may store a table in which the received actual IP-specific path
priorities are recorded. In this situation, the communicator
210 does not need to collect network attributes or user data,
and the table builder 250 does not need to build a network
management table 300 such as the one shown in FIG. 3.

When the service priorities are determined by the server
controller (not shown), the server controller (not shown) may
determine the service priorities of all of the services provided
by the first to third service servers 11 to 13. When the service
priorities are determined by the mobile terminal 30, the
mobile terminal 30 may determine the service priorities of all
services provided through a plurality of path control appara-
tuses. Also, when the service priorities are determined by the
priority determiner 230, the priority determiner 230 may
determine the priorities of all services involving the path
control apparatus 20. An example in which the priority deter-
miner 230 determines the path priorities and the service pri-
orities will be described below.

The virtual IP assignor 240 assigns virtual IPs to actual IPs,
with reference to the service priorities determined for the
services. The virtual IP assignor 240 generates as many vir-
tual IPs as there are different service priorities determined for
the services. The virtual IPs may be assigned to the services,
to the service priorities, or to the actual IPs. At this time, the
virtual IP assignor 240 may assign the same virtual IP to
services having the same service priority. Also, the virtual IP
assignor 240 may assign at least one virtual IP to at least one
actual IP.

For example, as shown in FIG. 4, to be described in more
detail later, it is assumed that there are three services and two
determined service priorities (H and ), which are assigned in
this example by the virtual IP assignor 240 to the services. In
an alternative example, when there are three services and four
different determined service priorities, the virtual IP assignor
240 in this situation may assign only some of the four service
priorities to the services. The virtual IP assignor 240 may map
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the virtual IPs, that it assigned to the services, to the identifi-
cations (IDs) of the services (see the “SERVICE ID” column
in FIG. 4) and may further store the virtual IPs and the IDs in
the first storage 220 (shown in FIG. 2).

When the service priorities determined for the services
change, the virtual IP assignor 240 may change the virtual IPs
assigned to the services, with reference to the changed service
priorities. For example, assume that two services S1 and S2
currently have a service priority of H, and one service S3
currently has a service priority of L. After a while, when the
service priority of the service S1 is changed to L, the virtual IP
assignor 240 may change the virtual IP of the service S1 to the
same virtual IP as that of the service S3.

Meanwhile, the table builder 250 may build a network
management table 300, a service management table 400, and
a path mapping table 500 (see FIGS. 3, 4, and 5). It will be
understood that, here, the term “table” is used for the sake of
linguistic convenience; the actual implementation of an
exemplary embodiment need not use an actual table but may
implement, instead, any structure that implements the rela-
tionships connoted by the tables described herein.

First the network management table 300 will be described.

The table builder 250 may build the network management
table 300 using the network attributes, the user data, and the
path priorities determined for the actual IPs stored in the first
storage 220.

FIG. 3 shows an example of a network management table
300 built by the table builder 250.

Referring to FIG. 3, the network management table 300
includes the following categories of information (depicted as
tabular columns, for the sake of illustration): mobile node ID,
actual IP, network attribute, user data, and path priority. The
particular categories shown in FIG. 3 may be expanded in
number or reduced, depending, e.g., on the server systems
involved.

The table builder 250 records the ID of the client 31 or the
1D of the mobile terminal 30 in the category of mobile node
1D, and records actual IPs that the mobile terminal 30 or the
client 31 can use in a heterogeneous network environment in
the actual IP column. A mobile node ID may relate to the
client 31 or the mobile terminal 30. For this particular discus-
sion, it is assumed that the mobile terminal 30 is the entity in
FIG. 3 to which the Mobile Node ID column relates.

The table builder 250 records network attributes showing
collective information on actual IPs that can be used for the
mobile terminal 30 to transmit and receive data. Since the
table builder 250 records information set by a user of the
mobile terminal 30 in the category of'user data, user data may
be recorded, in accordance with a user preference.

The Table 1, shown below, helps explain the meaning of the
different columns within the Network Attribute Information
section of the table illustrated in FIG. 3.

TABLE 1

Classification Description

Network Net TYPE Wireless network type
attribute Bandwidth ~ Bandwidth (or transmission rate) of path
SNR(BER)  Signal-to-noise ratio
Cost(unit) Network cost required for transmission of
specific data unit
Congestion  Occurrence rate of network congestion
rate
Handover Occurrence rate of vertical and horizontal
rate handovers
Reliability Success rate of transport layer transmission
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TABLE 1-continued

Classification Description

User data Allowed Whether or not user has allowed (i.e., has
approved that user data be sent over) a
wireless network

Preference  User preference
Rate plan Type of user’s rate policy
Priority Priority of path

Every time that network attribute information or user data
information (as illustrated in FIG. 3) is received from the
mobile terminal 30, the priority determiner 230 checks it to
determine the path priority of each IP. And, every time a
change in path priorities is detected by the priority determiner
230, the table builder 250 updates the network management
table 300 accordingly.

Next, the service management table 400 will be described.
The table builder 250 may build the service management
table 400 using the service priorities determined for the ser-
vices and the virtual IPs assigned to the services. The service
management table 400 shows collective information pro-
vided to the mobile terminal 30, and the service-specific
service priorities may be stored in the first storage 220.

FIG. 4 shows an example of the service management table
400 built by the table builder 250. Referring to FIG. 4, the
service management table 400 includes the following col-
umns, or categories of information: mobile node 1D, service
1D, service priority, and virtual IP.

The table builder 250 records the ID of the mobile terminal
30 under the mobile node ID category, and the IDs of the
services provided to the mobile terminal 30 under the service
ID category.

Also, the table builder 250 records in the category of ser-
vice priority the service priorities in accordance with the
degree of importance of the services, and the assigned virtual
IPs in the virtual IP category. As already mentioned with
respect to the virtual IP assignor 240, when the service pri-
orities determined for the services change, the virtual IP
assignor 240 changes the virtual IPs assigned to the services
with reference to the changed service priorities. Thus, the
table builder 250 updates the service management table 400
every time the virtual IPs of the services are changed.

Finally, the path mapping table 500 will be described.

Thetable builder 250 may build the path mapping table 500
by mapping the actual IPs and the virtual IPs to each other, in
association with the service priorities and the server 1Ps
assigned to the first to third service servers 11 to 13 that
provide the services.

FIG. 5 shows an example of such a path mapping table 500
built by the table builder 250.

Referring to FIG. 5, the path mapping table 500 includes
the following categories (illustrated as columns, for the sake
of simplifying the explanation): service priority, virtual IP,
actual IP, and server IP.

The table builder 250 records the service priorities mapped
to the services in FIG. 4 in the service priority category, and
the virtual IPs mapped to the service priorities in FIG. 4 in the
virtual IP category. Also, the table builder 250 records the
actual IPs available to the mobile terminal 30 in the actual IP
category, and the IPs of servers that provide the respective
services in the server IP category.

Specifically, the table builder 250 may build the path map-
ping table 500 by mapping an actual IP, having a high path
priority, and a server IP, to a virtual IP which is mapped to a
high service priority among the virtual IPs of FIG. 4. This is
intended to make it so that the service that has the higher
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relative priority is connected with the actual IP that has the
higher path priority. As can be seen in FIG. 5, the IP of the
mapped service server is the IP of the server that provides the
service of the high service priority in FIG. 4.

The network management table 300, the service manage-
ment table 400, and the path mapping table 500, all of which
are built by the table builder 250, may be stored in the second
storage 260. When an actual IP available to the mobile termi-
nal 30 is added or removed, the table builder 250 may accord-
ingly update the network management table 300 and the path
mapping table 500.

For example, when the mobile terminal 30 moves and
enters a new network environment, a new actual IP is given to
the mobile terminal 30 by a RAN of the new network envi-
ronment. The mobile terminal 30 requests registration of the
new actual IP while transmitting network attributes of the new
actual IP, and user data information, to the path control appa-
ratus 20. Then, the priority determiner 230 re-determines the
path priorities of the added new actual IP and existing actual
1Ps, and the table builder 250 may update the network man-
agement table 300 and the path mapping table 500 with ref-
erence to the path priorities.

Also, when the connection of a previously used network
environment is released (due, e.g., to movement of the mobile
terminal 30), the mobile terminal 30 requests the path control
apparatus 20 to deregister the actual IP that was previously in
use. Then, the priority determiner 230 re-determines the path
priorities of the actual IPs, now without the just-released
actual IP, and the table builder 250 may likewise update the
network management table 300 and the path mapping table
500 with reference to the re-determined path priorities.

Meanwhile, the controller 270 may cause a service, having
a higher relative priority among the services, to be provided
through an actual IP having a higher relative path priority,
among the other actual IPs. In other words, the controller 270
may control the table builder 250 to build the path mapping
table 500 appropriately for such a demand.

Also, the controller 270 may control a path, between at
least one of the servers 11 to 13 and the mobile terminal 30,
using the thus-built path mapping table 500. A description
will now be provided using the first service server 11 as an
example of the first to third service servers 11 to 13.

First described will be a case in which data is transmitted
from the mobile terminal 30 to the first service server 11.
When data from the mobile terminal 30 is received at the path
control apparatus 20 (i.e., server-bound data), the controller
270 checks the source and destination IP addresses; in this
example, the received data includes the first source [P address
01 10.1.1.10 and the first destination IP address of 1.1.1.11.
The first source IP is an actual IP that the mobile terminal 30
has utilized for data transmission, and the first destination IP
is the server IP of the first service server 11 from which
mobile terminal 30 wants to receive a service. Using the path
mapping table 500, the controller 270 may replace the first
source IP (10.1.1.10), that is, the actual IP, with a virtual IP
(100.1.1.1) mapped to the actual IP (see line 1 of the path
mapping table 500). Then, using the replaced virtual IP as the
first source IP, the controller 270 may control the communi-
cator 210 to transmit the data that was received from the
mobile terminal 30 onward to the first service server 11 in a
manner that indicates that the source and destination IP
addresses are the virtual IP address (100.1.1.1) and the server
1P address (1.1.1.11), respectively. In this way, the first ser-
vice server 11 receives modified server-bound data that
makes it appear that the source (i.e., mobile terminal 30) has
a source [P address that is the virtual IP (namely, 100.1.1.1)
that is mapped in the path mapping table to the actual IP

10

15

20

25

30

35

40

45

50

55

60

65

10

(namely, 10.1.1.10), rather than the actual IP of the mobile
terminal 30 (i.e., the first source IP). In response, for the sake
of providing the requested service, the server 11 transmits
data now responds by sending out terminal-bound data hav-
ing source and destination addresses that correspond to the
server’s own [P address (i.e., 1.1.1.11) and the mobile termi-
nal’s virtual IP address (i.e., 100.1.1.1), respectively. Another
way to put this is to say that the server sends data to the mobile
terminal 30 using the received virtual IP as a source IP
address.

Referring to FIG. 5, when data is received from the mobile
terminal 30 using an actual IP (i.e., the first source IP)
“10.1.1.10,” the controller 270 checks a virtual IP mapped to
“10.1.1.10” in the path mapping table 500. Since the checked
virtual IP is “100.1.1.1,” the controller replaces the actual IP
“10.1.1.10” with the virtual IP “100.1.1.1.”

In this way, the first service server 11 receives the data via
the path control apparatus 20 such that the first source IP is
“100.1.1.17, and determines that the data is received from the
mobile terminal 30 using “100.1.1.1” as an IP. For service
provision, the first service server 11 transmits data to the
mobile terminal 30 using “100.1.1.1” as a destination IP.

Next, a case in which data is transmitted from the first
service server 11 to the mobile terminal 30 will be described.

When data is received from the first service server 11
through a virtual IP (i.e., terminal-bound data, or client-
bound data), the controller 270 checks a first source IP and a
first destination IP included in the received data. The first
source IP is a server IP that the first service server 11 utilizes
to transmit data of a service to the mobile terminal 30. The
first destination IP is a virtual IP of the mobile terminal 30 that
will receive the data of the service, and may be the same as the
first source IP address that was included in the data when
some data has been previously received from the mobile
terminal 30 (i.e., the virtual IP address created for that par-
ticular service, for use with that particular mobile terminal
30). Thus, the terminal-bound data sent from the server is
modified so as to produce modified terminal-bound data,
which is provided to the mobile terminal 30.

The controller 270 checks the tables 400 or 500, and rec-
ognizes that the destination IP included in the data received
from the first service server 11 is a virtual IP that it has
assigned. The controller 270 identifies the corresponding
actual IP (10.1.1.10) mapped to this destination IP (i.e.,
100.1.1.1, the virtual IP) in the path mapping table 500, and
restores (or replaces) the virtual IP with the mapped actual IP.
Then, the controller 270 controls the communicator 210 to
transmit the data to the mobile terminal 30 using the restored
actual IP as the destination IP. As may be recalled to mind by
referring to FIG. 1, this restored data will travel over the first
RAN 51 to the mobile terminal 30. In this way, the commu-
nicator 210 may transmit to the mobile terminal 30 the data of
which the source IP is the server IP of the first service server
11, and the destination IP is the actual IP of the mobile
terminal 30. When there is no change in the network environ-
ment of the mobile terminal 30, a source IP used for the
mobile terminal 30 to transmit data to the first service server
11 may be the same as a destination IP used to transmit data
to the mobile terminal 30.

In other words, when a mobile terminal sends data to a
server, the path control apparatus 20 replaces the source IP
address with a mobile terminal virtual IP address that has a
correspondence to a given service priority. Likewise, when a
server sends data to a mobile terminal, the path control appa-
ratus 20 replaces the destination IP address, which is a virtual
IP address that has a correspondence to a given service pri-
ority, with an actual destination IP address of the mobile
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terminal. Another way to put this is to say that the mobile
terminal sends data with a first source IP address, and the path
control apparatus changes the first source IP address to a
second source IP address, whereas the server sends data with
a first destination IP address, and the path control apparatus
changes the first destination IP address to a second destina-
tion IP address. More generally, the path control apparatus
virtualizes the address of the mobile terminal/client, as seen
by a plurality of servers, in accordance with a plurality of
service priorities. Even more generally, the path control appa-
ratus, which stores the addresses of one or more upstream
devices (e.g., servers), and which receives an indication of
one or more actual addresses of a downstream device (e.g., a
mobile terminal), virtualizes the addresses of the downstream
device, with respect to the one or more actual addresses of the
downstream devices, in accordance with one or more service
priorities.

To elaborate, again referring to FIG. 5, suppose that data is
received at the path control apparatus 20 from the first service
server 11. The data has a destination IP address that matches
the virtual IP address of “100.1.1.2” (i.e., second destination
1P). When this data is received, the controller 270 determines
what actual IP is mapped to “100.1.1.2” in the path mapping
table 500. The controller 270 determines that the correspond-
ing actual IP is “20.1.1.20.” The controller 270 restores the
virtual IP of “100.1.1.2” to the actual IP of “20.1.1.20” and
sends the restored data to the mobile terminal 30 through the
second RAN 52 (see FIG. 1).

In this way, the mobile terminal 30 receives the data
through a second destination IP of “20.1.1.20.” Meanwhile,
the controller 270 may utilize the path mapping table 500 for
data multi-homing, or for a seamless vertical handover.

First, multi-homing will be described.

When data received at the path control apparatus 20 from
the first service server 11 has a destination IP that matches a
virtual IP, the controller 270 identifies a corresponding (i.e.,
mapped) actual IP using the path mapping table 500. When it
is detected that a plurality of actual IPs are mapped to the
received virtual IP address, the controller 270 may use the
plurality of actual IPs as destinations for the data. The con-
troller then 270 controls the communicator 210 to transmit
the data to the mobile terminal 30 using the plurality of actual
IPs. In this way, the path control apparatus 20 provides a
multi-homing service, thereby supporting Always Best Con-
nection (ABC) in which the communications capability of a
plurality of networks available to the mobile terminal are
maximized.

Next, a seamless vertical handover will be described.

When the mobile terminal 30 notifies the path control
apparatus 20 of the connection release of an actual IP, in the
midst of a transmission of data between the two, the table
builder 250 updates the network management table 300 and
the path mapping table 500. For example, when the connec-
tionofan actual IP 0f*10.1.1.10” is released, the table builder
250 may change the actual IP mapped to a virtual IP
“100.1.1.1” in FIG. 5§ with another actual IP “20.1.1.20.” The
controller 270 changes a destination IP for data transmission
from “10.1.1.10” to “20.1.1.20” using the updated path map-
ping table 500. Then, the controller 270 controls the commu-
nicator 210 to transmit the data to the mobile terminal 30
using the changed actual IP “20.1.1.20.” In other words, even
when the mobile terminal 30 moves to another network and
thus releases the connection of an actual IP which may have
been in use at the time of release, and uses another actual IP,
the first service server 11 can continuously provide a service
without knowing the other actual IP because the virtual IP
known by the server remains unchanged.
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A method for an agent to control a data transmission/
reception path according to an exemplary embodiment will be
described below with reference to FIGS. 6 to 8. In FIGS. 6 to
8, a mobile terminal, an agent and a service server may be the
mobile terminal 30, the path control apparatus 20 and the first
service server 11 of FIG. 1, respectively.

FIG. 6 is a flowchart illustrating a method for an agent to
control a data transmission/reception path according to an
exemplary embodiment.

Referring to FIG. 6, a mobile terminal requests an agent to
register information on actual IPs available in a heteroge-
neous network environment (S605). The mobile terminal
may request the registration of the actual IPs while transmit-
ting network attribute information on the respective actual IPs
and user data to the agent. When path priorities are deter-
mined (by, e.g., a service server or the mobile terminal), the
mobile terminal may provide the path priorities of the respec-
tive actual IPs to the agent in step 605.

The agent sets the path priorities from the received network
attribute information about the actual IPs and from the
received user data (S610). In step 610, the agent may give a
high path priority to an actual IP that is highly preferred by
users, has relatively high safety for data transmission/recep-
tion, is inexpensive, shows a high transmission rate, and/or
has high security.

The agent may build and store a network management table
as shown in FIG. 3 using the network attribute information on
the actual IPs, the user data and the path priorities determined
in step 610 (S615). The agent builds network management
tables according to mobile terminals.

Also, the agent may determine the service priorities of
services provided to the mobile terminal in consideration of
quality of service requirements, or QoS (S620). When the
service priorities are determined by the mobile terminal or the
service server, service-specific service priorities may be
received from the mobile terminal or the service server in step
620.

The agent may assign virtual IPs to the respective services
with reference to the service priorities (S625). In step 625, the
agent may generate as many virtual IPs as the number of the
service priorities and assign the generated virtual IPs to the
respective services with reference to the service priorities.

The agent may build and store a service management table
as shown in FIG. 4 using the service priorities of the services
determined in step 620 and using the virtual IPs assigned in
step 625 (S630).

The agent may build and store a path mapping table as
shown in FIG. 5 using the network management table and the
service management table built in steps 615 and 630 (S635).
The agent may build the path mapping table by mapping, to
each other, the actual IPs registered in the network manage-
ment table, the virtual IPs assigned to the services (or actual
IPs receiving the services) recorded in the service manage-
ment table and server IPs of the service server. By mapping an
actual IP having a high path priority and an IP of the service
server to a virtual IP mapped to a high service priority among
the virtual IPs, the agent may build the path mapping table.

When step 635 is finished, the agent transmits an ACK to
the mobile terminal, thereby notifying the mobile terminal
that the registration of the actual IPs has been accomplished
(S640). The mobile terminal generates a service request mes-
sage so as to receive a service from the service server (S645),
and may request the service by transmitting the generated
service request message, which is received at the agent
(S650). In the service request message transmitted in step
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650, an actual IP used by the mobile terminal and an IP of the
service server are recorded as a source IP and a destination IP,
respectively.

The agent checks the source IP of the received service
request message, finds the corresponding virtual source IP,
that is, a virtual IP mapped to the actual IP, in the path
mapping table, and changes the source IP with the thus-
identified virtual IP (S655).

The agent forwards the request for service by transmitting
the service request message, in which the actual source IP has
been exchanged with the virtual IP in step 655, to the service
server (S660).

The service server checks the source IP of the received
service request message, and generates data of the service
requested by the mobile terminal (S665).

The service server transmits the generated data, which is
received by the agent (S670). The data transmitted from the
service server has a server IP as a source IP and the virtual IP
previously identified in step 665 as a destination IP. In other
words, the service server recognizes the source IP checked in
step 665 as the IP of the mobile terminal, and generates the
data to be sent to the mobile terminal.

The agent identifies the destination IP of the data received
from the service server, finds in the path mapping table the
corresponding actual IP that was previously mapped to the
destination IP, and changes the destination IP with the
checked actual IP (S675). This is possible because the agent
has previously set the mapping, and because the virtual des-
tination IP of the data received from the service server is a
virtual IP that resolves to the agent. The agent transmits the
data, of which the destination IP has been changed with the
actual IP in step 675, to the mobile terminal (S680). In this
way, the service requested by the mobile terminal is transmit-
ted and received using a virtual IP.

FIG. 7 is a flowchart illustrating a method for an agent to
support multi-homing according to an exemplary embodi-
ment.

Referring to FIG. 7, when a new network connection is
added (S710), the mobile terminal is assigned a new actual [P
from a RAN of a new network environment.

While transmitting network attribute information and user
data to the agent, the mobile terminal requests the agent to
register information on the new actual IP (S720).

The agent reevaluates the path priorities using the received
network attribute information of the new actual IP and the
received user data, and updates the network management
table built in step 615 (S730).

Using actual IPs of the updated network management
table, the agent updates the path mapping table built in step
635 (S8740).

When step 740 is finished, the agent notifies the mobile
terminal that the registration of the new actual IP has been
finished by transmitting an ACK to the mobile terminal
(S750).

When data of the service provided in FIG. 6 is received
from the service server through a destination IP (i.e., virtual
1P) (8760), the agent checks in the path mapping table (S770)
to see whether a plurality of actual IPs are mapped to the
destination virtual IP.

When the agent detects that a plurality of actual IPs are
mapped to the destination IP (S770-Y), a multi-homing ser-
vice of transmitting data to the mobile terminal using the
plurality of actual IPs may be provided (S780). In step 780,
the agent provides the multi-homing service by substituting
the plurality of actual IPs found in step 770 in place of the
received destination virtual IP of the data.
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FIG. 8 is a flowchart illustrating a method for an agent to
support a seamless vertical handover according to an exem-
plary embodiment.

Referring to FIG. 8, when a connection with a network
relating to an actual IP is released while the mobile terminal
is in the midst of receiving data of a service using the actual IP
(S810), the mobile terminal notifies the agent that the con-
nection of the actual IP has been released (S820). In FIG. 8,
the released actual IP is referred to as the “released IP” for the
sake of convenience.

By removing the released IP from the actual IPs recorded in
the network management table, in response to the notification
from the mobile terminal, the agent updates the network
management table built in step 615 (S830).

Using the actual IPs remaining in the updated network
management table, the agent updates the path mapping table
built in step 635 (S840). In other words, when a previously
used IP, which is mapped to a virtual IP in the path mapping
table, is released, the agent may remove the released IP and
substitute a different actual IP address for the released one.

When step 840 is finished, the agent notifies the mobile
terminal that the released IP has been removed by transmit-
ting an ACK to the mobile terminal (S850).

When the data of the service provided in FIG. 6 is received,
from the service server using a destination IP (i.e., virtual IP)
(S860), the agent changes the destination IP with the substi-
tuted actual IP which now maps to the destination IP (S870).

Using the actual IP changed in step 870, the agent transmits
the data to the mobile terminal (S880). In this way, the agent
may support a seamless vertical handover using the virtual IP
mapped to the destination IP provided from the agent server.

The above-described exemplary embodiments can be used
in various fields as follows.

1. When the exemplary embodiments are applied to a
server system that provides a service to a mobile node, the
exemplary embodiments can be used in the system integra-
tion (SI) business, such as server tuning, and the design and
implementation of a new server system, which changes the
server system to be able to support vertical handover and
multi-homing operations. In particular, the exemplary
embodiments can be applied to a server system providing a
streaming service such as a mobile voice over I[P (mVoIP)
service.

2. In addition to point 1 just described, the exemplary
embodiments can be used in the SI business, such as server
tuning, and design and implementation of a new server sys-
tem, which can improve the relative safety of a high-priority
service by separately supporting service-specific priorities, or
can reduce the network cost of a mobile node through the
analysis, determination and selection processes of a multi-
homing environment.

3. Also, the function of an agent in which the algorithms of
the above-described exemplary embodiments are defined
may be implemented in the form of software and may thereby
installed in a router and/or a switch, in a non-transitory com-
puter readable medium, so that the exemplary embodiments
can be used in network equipment.

4. Further, when the above-described exemplary embodi-
ments are applied to a place in which servers are integrated,
such as a data center, it is possible to improve the value of an
outsourced service provided to a customer, and strengthen the
competitiveness of existing business.

Thus, in one or more exemplary embodiments, the conti-
nuity of'a service may be ensured regardless of the mobility of
a mobile node, thereby supporting a seamless vertical han-
dover. In other words, by providing a service using a virtual
1P, it is possible to provide a short delay time, service conti-
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nuity and connection continuity even when a network con-
nection or IP is changed by movement of a mobile node.

Also, in one or more exemplary embodiments, a service
can be provided by simultaneously using a plurality of actual
network paths available to a mobile node, making it possible
to achieve the effects and benefits of an ABC environment,
including swift service, low network cost, etc., by rapidly
determining available resources with reference to a path map-
ping table.

In one or more exemplary embodiments, there is no need to
additionally construct the infrastructure of an existing net-
work system or modify the software of a server system, and
no need to modify the kernel of a mobile node, and thus it is
easy the technology to proliferate.

One or more exemplary embodiments utilize a virtual net-
work path, so that a single service provider can independently
support a vertical handover without the entire infrastructure
such as a service server, an agent and a RAN.

Since an exemplary embodiment can support a seamless
vertical handover, even when there is no tunneling element
between a mobile IP and nodes used for an existing vertical
handover, there is no additional network load or cost incurred
for the vertical handover.

In an exemplary embodiment, a superior path is assigned to
high QoS, so that a service requiring high QoS can be rela-
tively stably provided to a mobile node.

It will be apparent to those skilled in the art that various
modifications can be made to the above-described exemplary
embodiments without departing from the spirit or scope of the
inventive concept. Thus, it is intended that the inventive con-
cept be interpreted in accordance with the appended claims
and their equivalents.

What is claimed is:
1. A method of controlling a data transmission/reception
path between a server and a mobile terminal in a heteroge-
neous network environment, the method comprising:
mapping at least one actual Internet protocol (IP) address
of'the mobile terminal and at least one IP address of the
server in the heterogeneous network environment to at
least one virtual IP address in association with service
priorities assigned to services that are provided to the
mobile terminal by the server;
generating a path mapping table storing the mapping of the
actual IP address, the IP address of the server, the virtual
IP address and the service priorities; and

determining a data transmission/reception path, between
the server and the mobile terminal, with reference to the
generated path mapping table.

2. The method of claim 1, wherein the at least one virtual IP
address is assigned based on the services provided to the
mobile terminal by the server.

3. The method of claim 2, wherein the at least one virtual IP
address is assigned based on the service priorities assigned to
the services.

4. The method of claim 3, further comprising:

when at least one of the service priorities assigned to the

services is changed, updating in the path mapping table
the at least one virtual IP address.

5. The method of claim 3, wherein the determining of the
data transmission/reception path includes determining the
data transmission/reception path so that, when the actual IP
address has a relatively higher respective path priority, the
actual IP address is assigned to one of the services also having
a relatively higher respective one of the service priorities.

6. The method of claim 1, wherein the determining the data
transmission/reception path comprises:
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replacing a received actual IP address, included in data
transmitted from the mobile terminal to the server, with
a substituted virtual IP address mapped to the actual IP
address in the path mapping table, to provide modified
server-bound data, and then

transmitting the modified server-bound data to the server.

7. The method of claim 1, wherein the determining of the
data transmission/reception path comprises:

replacing a received virtual IP address, included in data
transmitted from the server to the mobile terminal, with
a substituted actual IP address mapped to the virtual IP
address in the path mapping table, to provide modified
terminal-bound data, and then

transmitting the modified terminal-bound data to the
mobile terminal.

8. The method of claim 7, wherein the determining the data
transmission/reception path further comprises responding to
an indication that the actual IP address is released by modi-
fying the path mapping table to substitute another actual IP
address of the mobile terminal for the released actual IP
address.

9. The method of claim 1, wherein, when a plurality of
actual 1P addresses are mapped to the virtual IP address,
modifying terminal-bound data by replacing the virtual IP
address with the plurality of actual IP addresses to provide
modified terminal-bound data, thereby multi-homing the ter-
minal-bound data to the mobile terminal.

10. An apparatus for controlling a data transmission/recep-
tion path between a server and a mobile terminal in a hetero-
geneous network environment, the apparatus comprising:

a table builder which builds a path mapping table by map-
ping at least one actual Internet protocol (IP) address of
the mobile terminal and at least one IP address of the
server in the heterogeneous network environment to at
least one virtual IP address in association with service
priorities assigned to services that are provided to the
mobile terminal by the server; and

a controller configured to determine a data transmission/
reception path, between the server and the mobile ter-
minal, with reference to the built path mapping table.

11. The apparatus of claim 10, wherein the at least one
virtual IP address is assigned based on the services provided
to the mobile terminal by the server.

12. The apparatus of claim 11, further comprising a virtual
IP address assignor which assigns the at least one virtual IP
address in based on the service priorities assigned to the
services.

13. The apparatus of claim 12, wherein, when at least one
of' the service priorities assigned to the services are changed,
the virtual IP address assignor updates the at least one virtual
IP address.

14. The apparatus of claim 12, wherein the controller deter-
mines the data transmission/reception path so that, when the
actual IP address has a relatively higher respective path pri-
ority, the actual IP address is assigned to one of the services
also having a relatively higher respective one of the service
priorities.

15. The apparatus of claim 10, wherein the controller:

replaces a received actual IP address, included in data
transmitted from the mobile terminal to the server, with
a substituted virtual IP address mapped to the actual IP
address in the path mapping table, to provide modified
server-bound data, and then

transmits the modified server-bound data to the server.

16. The apparatus of claim 10, wherein the controller:

replaces a received virtual IP address, included in data
transmitted from the server to the mobile terminal, with
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a substituted actual IP address mapped to the virtual IP
address in the path mapping table, to provide modified
terminal-bound data, and then

transmits the modified terminal-bound data to the mobile
terminal.

17. The apparatus of claim 16, wherein the controller
responds to an indication, that the actual IP address is
released, by modifying the path mapping table to substitute
another actual IP address of the mobile terminal for the
released IP address.

18. The apparatus of claim 10, wherein, when a plurality of
actual IP addresses are mapped to the virtual IP address, the
controller modifies terminal-bound data by replacing the vir-
tual IP address with the plurality of actual IP addresses to
provide modified terminal-bound data, thereby multi-homing
the terminal-bound data to the mobile terminal.

19. A hardware device, comprising:

a processing circuit and a non-transitory memory storing
instructions that enable the processing circuitto perform
operations comprising:
storing an address of an upstream device;
storing actual addresses of a downstream device; and
virtualizing the downstream device actual addresses,

with respect to the upstream device address, in accor-
dance with associated service priorities assigned to
services that are provided to the downstream device
by the upstream device,

wherein each of the downstream device actual addresses
and the upstream device address are mapped to a virtual
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address of the downstream device in a path mapping
table in accordance with the service priorities.

20. The hardware device as set forth in claim 19, wherein
the virtualizing is eftected with reference to the path mapping
table.

21. The hardware device as set forth in claim 20, wherein
the operations further comprise:

modifying received upstream-bound data by replacing a

source address, in the upstream-bound data, with one of
the downstream device virtual addresses indicated in the
path mapping table as corresponding to the source
address; and

modifying received downstream-bound data by replacing a

destination address, in the downstream-bound data, with
one of the downstream device actual addresses indicated
in the path mapping table as corresponding to the desti-
nation address.

22. The hardware device as set forth in claim 21, wherein,
when the path mapping table indicates that more than one of
the downstream device actual addresses correspond to the
destination address, the downstream-bound data is modified
by replacing the destination address with all of the corre-
sponding more than one downstream device actual addresses.

23. The hardware device as set forth in claim 20, wherein
the operations further comprise responding, to a notification
ofarelease of one of the downstream device actual addresses,
by automatically replacing, in the path mapping table, the
released one of the downstream device actual addresses with
another one of the downstream device actual addresses.

#* #* #* #* #*



